
Dear Commissioner, 
 
We, a large group of civil society organisations are writing to you to express our extreme concern regarding 
the recent appointment of the new Commissioner at the Irish Data Protection Commission (DPC). The person 
in question has held a long-standing senior public affairs position at one of the largest technology platforms 
that the DPC is mandated to regulate, and indeed in her latest role (which ended only last August) continued to 
advocate on behalf of these platforms. All this raises serious questions about the perception and reality of the 
DPC’s independence at a time when its impartiality is of critical importance for the entire Union. 
 
The GDPR requires, under Article 52, that supervisory authorities act with full independence. Equally, Article 
41 of the Charter requires that procedures are handled ‘impartially’ and ‘fairly’.  This principle is fundamental to 
the credibility of the Regulation and to the rights it is designed to protect. Its importance is amplified in Ireland, 
where the DPC has responsibility as lead supervisory authority for many of the world’s largest technology 
companies. Indeed, the importance of independence has already been affirmed by the Court of Justice in 
Case C-288/12 Commission v. Hungary, where the premature ending of a data protection supervisor’s mandate 
was found to have violated EU law. This precedent underlines both the necessity of safeguarding supervisory 
authorities’ independence and the Commission’s role in ensuring compliance. 
 
Concerns about enforcement are long-standing and ongoing. At the Irish DPC, investigations against major 
companies have been seldom in the last several years, with critical decisions often only materialising, if at 
all, under pressure from the European Data Protection Board (EDPB) and other Member State authorities, or 
indeed even after intervention by the Court of Justice of the European Union (CJEU). Patterns of delayed or 
limited enforcement continue to undermine trust in the DPC as an effective enforcer of the law. 
 
Furthermore, recent revelations have confirmed that intimate data, including sensitive information about 
survivors of sexual abuse, is still being traded through real-time bidding systems with the case having been 
discussed at a session in the Irish parliament in the last weeks. That this continues today is the direct result of 
years of inaction by the Irish DPC, despite clear evidence of unlawful practices. This failure is not limited to one 
case. Since 2017, civil society organisations have filed highly important and strategic complaints in Ireland, yet 
these cases have either not been treated or have faced years of delay. The absence of meaningful enforcement 
has become systemic, making Ireland the bottleneck in the application of the GDPR.  
 
The appointment of a Commissioner with such close ties to an industry under investigation threatens to only 
reinforce perceived distrust in the Irish DPC at precisely a time when even greater assurances of independence 
are needed given wider geo-political events. Any contractual obligations, such as non-disclosure agreements 
with entities regulated by the DPC, would exacerbate these risks from the outset. 
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The broader context only further compounds these concerns. Across the Union, data protection is increasingly 
under pressure, with proposals to weaken safeguards under the guise of simplification. Enforcement of 
the GDPR has too often been treated as a secondary priority, despite being essential to the protection of 
fundamental rights. The credibility of the EU’s digital rulebook depends on strong, impartial, and effective 
supervisory authorities. 
 
 
We therefore respectfully urge the European Commission to: 

→ Assess whether the independence of the Irish DPC can be guaranteed under Article 52 GDPR  
	 and Article 41 CFR in light of this appointment; 

→ Clarify the steps the Commission will take if the independence of a supervisory authority is 
compromised, including the initiation of infringement procedures where appropriate;

→ Develop a work programme to demonstrate how the task entrusted to you in this mandate – 
the effective enforcement of the GDPR (as set out in your mandate letter) – will be put into practice 
as a political priority, including EU-level safeguards to prevent conflicts of interest in supervisory 
authorities, including transparent appointment processes and revolving-door restrictions. 

 
Ensuring that supervisory authorities are independent, impartial, and effective is not only a legal requirement 
but also a political necessity for safeguarding rights and maintaining public trust. Undermining supervisory 
authority independence also risks weakening protections guaranteed under the Charter of Fundamental 
Rights. We remain at your disposal for further discussion and would be glad to contribute to the Commission’s 
reflections on this matter.

Yours sincerely,
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